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Package Contents

The UVS-7111 Video Server is provided with the following accessories. Please contact your dealer if
any one of the following is missing.

1. UVS-7111 Video Server 2. 12V DC power cable
5. Warranty card/certificate 6.CD

(User's Manual/Quick Guide/NVR Manual/IP Finder)

..........

7. Quick guide
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System Requirements

Internet Environment
LAN 10/100M Ethernet
Wireless LAN 802.11b or 802.11g
Monitor System Requirements
OS support Windows 2000 Professional SP4, XP Home SP2
Browser support Internet Explorer 6.x or later
Hardware CPU: Pentium 4 2.4 GHz or later
Memory: 256 MB (512 MB recommended)
VGA card resolution: 800 x 600 or higher
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Introduction

The UVS-7111/7111P/7111W Video Servers convert any digital camera into a full functional IP
camera. You can obtain all of the benefits that digital technology offers without scrapping your
investment in an analog system. These products digitize analog video signals and will send digital
images directly over any IP network, such as LAN, intranet and Internet. The UVS-7111/7111P/
7111W turns an analog video system into a network surveillance system enabling users to view
live images using a Web browser or video management software on any local or remote computer
on a network. Moreover, the UVS-7111/7111P/7111W MPEG4 Video Server supports 3GPP real-
time video streams that allow you to monitor your home or office environment using a 3G mobile
phone. The UVS-7111/7111P/7111W MPEG4 Video Server has a built-in CPU and the webpage
server enables you to secure people and property, or monitor equipment and facilities remotely from
anywhere there is a networked computer.

Features and Advantages

The UVS-7111 MPEG4 Video Server is a stand-alone facility and operates smoothly without the
need to install additional software or hardware. All that is needed is a PC equipped with IE browser
(6.0 or above) connected to the Video Server via the network to monitor pre-set places remotely.
The UVS-7111/7111P/7111W MPEG4 Video Server provides great remote accessibility of people,
property, and assets just as though you were really there.

The UVS-7111 MPEG4 Video Server features:

e MPEG4/MJPEG dual video compression mode and dual coding mechanism for multiple
applications;

e Support of 3GPP real-time video streams that allow you to control home or office environments
using a 3G mobile phone;

e Auto-pan camera with 270° (horizontal) and 135° (vertical) rotation angles and a maximum of 16
pre-set scan points;

e Built-in smart motion detection to monitor abnormal situations automatically and transmit real-time
according to pre-set trigger commands;

e Built-in webpage server that allows easy control via the Internet;

e Dynamic IP domain name support for use of the product at locations where fixed IP is not
available;

e Access setting by level to ensure security and protection of life and property;

e Elegant style suitable for homes, studios, offices, clinics, and retail shops;

e Optional Ethernet Internet camera (UNC-9711P) and Wireless Version (UNC-9711W) to meet your
special requirements.
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System Instructions

1. DC power cable: The DC input connector has a socket to connect the product to a power source.

2. Ethernet connector: An RJ-45 connector is provided for connection to the 10Base-T Ethernet cable
or 100 Base-T High Speed Ethernet cable. This port can automatically detect or coordinate the
transmission rate of the network.

3. Use a video/audio output cable for external video/audio transmission if required.

Wiring of the product

- QO o o

YVidea lnpul Wideos Dutpul

(migEsg O
]

External alarl bus |

Power LAN socket Resal

DC Power

Plug the power cable in the power socket on the product.

Plug the power cable
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Audio/Video Output
Plug the audio/video source of your camera into the Audio/Video input, and connect your monitor or
recording equipment to the Audio/Video output.

(Note: Most cameras use a BNC connector, if your camera does not use BNC, please consult your
dealer or retailer to purchase.) %
External Auvdio Input
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LAN Socket
Connect the LAN cable into the LAN socket.
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External alert bus (DI/DO)
For more information about DI/DO, refer to Attachment A.

RS-485 connector

If your camera supports RS-485 interface, please wire your cameras up to the RS-485 socket. The
UVS-7111 provides several drivers (Pelco-D, Pelco-P, and A-linking drivers). Refer to your camera
user manual and this manual (Basic Setting > PTZ) for further information.

Reset to factory settings
After turning on the power, insert a slim plastic object into the reset orifice and press for five seconds
to restore the unit to factory settings.

Link LED and Event LED

1. Link LED: The green LED lights up when you transmit images after turning on the
machine.

2. Event LED: The green LED flashes when motion or alert detection is implemented after
you turn on the machine.

Alert LED
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Hardware Installation

1. Select the installed place
This product can be installed on any convenient flat surface, or concealed in a ceiling etc. .
(Note: Please do not install in an enclosed unventilated space. Doing so might cause abnormal
operation for the product.)
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2. Connect to RS-485 Interface

2. Connect to the RS-485 interface
Plug one end of your control cable in the RS-485 socket on the back of the camera and connect

the other end to your product.

3. Connect to the Video In
Plug one end of the video source of your analog camera and connect the other end to your

product.

4. Connect to the power source for your camera
Plug one end of the attached power cable in the power socket of your camera and connect the

other end to the AC power source.
(Note: Make sure your analog camera uses BNC connectors for the video in/out. If not, please

check with your dealer or retailer.)

L =
4. Connect to the LAN Cable

3. Connect to the Video In

5. Connect to the LAN cable
Plug one end of your LAN cable in the LAN socket on the back of the product and connect the

other end to the network that you want to access to.

6. Connect to the power source
Plug one end of the attached power cable in the power socket of the product and connect the

other end to the AC power source. y

(e O)
/ |

Pluck in LAN socket &, Connect to the power supply and
check thal the LED functions normally

Note :
You can specify three LED statuses by setting: 1.0N; 2.0FF; 3.Flash. For more information about

setting of LED status, refer to the “System Setting”.
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Camera Settings

After the hardware has been installed, insert the supplied CD in the computer and execute the file IP
FINDER.EX following the steps below to search for and change the IP address of the video server.

1. Start the machine.
Execute the IP Finder.exe from the supplied CD.
2. Find the camera (Search)
Search for the product from your LAN. The factory IP setting 192.168.0.20 appears on the screen.
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et pask “A L EEX.XX
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3. Changing the IP address and related settings for the network environment
When you find the camera, click it and the settings will appear on the right side.
Change the settings for the new network environment you need.

Camera limes
: I RN TR TE TR naan  mam
2. Enter the settings for the s paac
new network environment J : P ——
Bt Bask A BE XXN.KX
you need. Satmusy | 1% 108 REA.RA
ITTP Peril B
FTTF Port
L] 03 30.FD &3 B |
soacch | e |
i Ay e o et e ot [ it e et

You must enter new settings in the IP, Netmask and Gateway fields
and keep the settigs in other fields unchanged.

4. Submit data (Submit)
Click Submit to validate new settings.

Camava Limes
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1.

5. Confirmation

When all changes have been confirmed, click Exit to quit.

Coamers lises
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4. When all changes have been 1 Fradt SAASEh o taktar h Thatallsd Batunck Cumkrad 1
confirmed, click Exit to quit. J

Note:

The IP FINDER can only find the IP addresses of a video server that shares the same hub on the
LAN. For information about finding IP addresses on the Internet, refer to the “DDNS Setting”, or
“UpnP Setting”.

. All UIC camera/network server products can be found and changed using the IP

FINDER software.

. If the IP FINDER software cannot be executed, check your antivirus software

or firewall to remove the block.

. Field description: You can give a name to your camera (such as “PT_IP” or “PT-IP”).

No spaces allowed (such as “PI IP”).

You can change the settings for IP, Gateway Address and Network Mask to meet the requirements
of your network environment. The product uses HTTP Port1 and does not support Port2 settings.

MAC: Factory default network identity of the machine.
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Camera Setting from a Router

You can use DHCP when you want to use the video server on the Intranet (LAN). However,
the IP must fixed when you want to use the product on a WAN. For this application, it is
required to set up a virtual server on the ADSL router. Follow the steps below to complete
the setting:

1. Enter the camera setting page to set a fixed IP. (Refer to the “Network Setting”.)
Ex.: 192.168.0.49

2. Enter the ADSL router main setting page.
Ex.: Zonet ADSL router

3. Enter the Virtual Server setting page.
a. Set “mapping of HTTP Port (80) to 192.168.0.49 ”.
b. Restart ADSL router

After completing the settings, you can operate the camera from a WAN IP Address via the

ADSL router.

R -
e LR Ves Feobts Too Fep -
st - o - ) 3] A Pusewsh jfevames fesstery | Sl O§ B - o)

Sebeues [] seimariozaen =l P
b @] Cumtomes ks @) Free rotmal @ ] wreeken [lFres 800 b uriete Femret iR e
EX i
Broadband Router {ZSR-UI.MEE 3] B,
Yirtual Server o
~ Disable # Enable
| FTP(21) 192, tﬁf.:.n.F' L
2 TELMET(23) 192, 168.0,
3 BMTINZS) 192.168.0.]
I DS{53) 192, 168.0.
HTTR{a0) 192, 168.0.f% L |
6 POP3(110) 192, 168.0,
7 ethieeting] 1720) 192, 168.0.
8 192, 1680,
9 [ 192, 168.0.
10 197, 1680,
e —  — =
B e
Note:

The virtual server setting screen is not the same for all ADSL routers. Refer to the manual of
the ADSL router you purchased for more information about the setting.

1
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Change the Internet Explorer Setting

This product uses ActiveX Control to play images and sound on your PC. The ActiveX Control
application software will be downloaded to your PC when you connect it to the Internet. To ensure
successful download of the software, the Internet Explorer "security settings" must be changed
accordingly. Make sure that the security level is set to Level Il, the commonly used default security
level.

Steps:

Open the IE browser — Tools = Internet Options — Security = Custom Level

Check that the security level is
Level Il

EIE
Genersd im]ﬁﬁqlfmﬂﬂlifummlﬁog‘mlml M x|
Sebred @ 'Wiels ol sone b speciy ds sy aeltegs Tt
5 (] Activex chrtroks and phag-res -]
0 q 0 a W Aubohabe prampting for Botivel controls _I
Intert  Locolinkensl  Tnmieder  Mesncted ) Dfeabile
L T L2 'E'E::Z E} ehatie
] Dbk s sorph bebavions
1 #EHH“ b - ) ity stor soprcved
Tone content Ty i thestis
"‘_ P8 O 1400 QRQINZAON'Y inbare A g ihabis
] Dowrond Signed Actveld control
Seounty kvl hos thin sore O Cfeabls
) Chabis
Custom B Ploogt
Caittom pstings foard unsigred
= T chargs e efngt. chok Cusiom Leval ¥ E:-T Hrira ek x|
~ Tavae e secommended sefngr. chck Defsul Level 1 | 1|
Riessat Custor) ssthings l%
treity [T -]  fest
Custonlowd | Dedwd Loval | 4'
[ ] _come |
ok | Coead | |

Check the security setting

Note: This product supports IE 6.0 or above.
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Enter the Main Page

Enter the Main Page

1. Open the IE browser and key in the IP address of the product.

€] hitp:j192.188.0.000) v EJGo ks ¥

Key in the IP address of the camera

| Address IE 60,245, 204, 239

Connect to 60.248.204.239 E

MPEGH IPCam

User name: Iﬂ rook j

Password: | YT

~

When the login screen appears, i ; I Cancel
key in "root" in the User Name and

Password fields. Click OK. Camera login screen
J

2. Key in the default "username" and "password”.

Default User Name:root
Default Password: root

You can access the camera as an administrator by default and set up for other users or

privileges from the “Basic Settings” -> “User”.

3. Installation of Internet Explorer ad-hoc components

When the username and password are confirmed, a control setup screen pops up under the

IE address bar. Click “Install ActiveX Control” to install the controls.

s (8] bete. 00,248 20 29 =B [

@ uroroam Uic MPEGAVIDED SERVER
aniiami Cimniren Position wiiyy filfi 5l rieeuling Lriphtness Conlrast
[5gish =] [eeikiap =] [i= =1 [uee =] ) ) )=

-

Alart Mossage Ensble

» @ el (14 e
=] 3) - =2 41} sy

Save Alart iy Dweabls |... — = pre—T— . =

4 Dore o Irtewrr

Setup prompt screen
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4. The security warning screen appears. Click "Install".
The ActiveX Control is named "UIC ActiveX Control". This software is owned by UIC and well certified. You
can use it without any doubts about its validity.

.ummm UIC MPEG4 VIDED SERVER Live Yiew | seiting
Language Camara Posltlon View Size Streaming Brightness Contrast  Alert
[emation =] [oattee =] [ax =] Juee =1 i_] .:_'J :J ‘:.'J @

Alart Mas<aqn 'HI
Emable | Do ypons weinel L sl all B sl wsare

D Mame:
Futishes:
8 o oplio et | [ oot iona |

While s Iroem e ekt can b uosdud, i i ype can pobenkisly harm
Wty thes ik

fave Aler Tmg b £ i i)

_Disable |
( Click " Install " )—J

5. When ActiveX Control is installed successfully, you will see the camera image and
interface.

.HIII‘CIII UIC MPEG4 VIDEDO SERVER Live Viewr | Serting

Langunge Camera Pos|imny ¥imw Blze Streaming Brightness Contrast fAlert

Laglish W Dakkeg A 1N WD y\:;} :)_‘:n) @

Spead 1w
Presot | =
(EelEa]
Tour |
Enabie |[Set
AutoPan | Enable
alert Mossago B s = (L .
= Rource : Formal: 130 ¢ 240 | FPE:T | Dibfate: 12560
ATy RIE ] 41 ] rem
e O 6 Lo ]
Eammid ik palk femidwn] Eoipibed Hu gl |x Sicapriel
-
Aave alertimg Enabi

Camera main page and image
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Camera Main Page

Descriptions:
Source: Information bar
1. Format: resolution of the current video stream
2. FPS: Frame Per Second of the current video stream
3. BitRate: bandwidth per second of the current video stream

Brand Logo - Click to access the latest
information from our website.

‘_. UNIFORM Ui¢c MPEG4 VIDEO SERVER Live View | Setting
Language Camera Position Yiew Size Streaming Brightness Contrast Alert
[Daskiop v [z~ [HTTe ¥ :-):) )= @
Englizh \.-) \--) I

Image area

I Speed
Preset
Tour

| AutoPan

Alert Message

¥

Source : Format: 320 » 240 I. FPS:1| BitRate: 126Kh

~
El | s S =
A REE '@ ".FEH> :y 'H"E.')
~r
| [Record file path: [ofwideo]; Snapshotfile path: [cenapshol] |
bl
Save AlertImg

Attention: Please change the streaming setting to HTTP if nothing appears in the image area.
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Control panel

All camera/network server products using Pelco-D, Pelco-P, A-linking and UIC drivers can be
controlled using the UVS-7111 Video server. For more information, please go to our website.

1. Camera direction: controls the direction of the camera
(up, down, left, right, home position).

'. URIFGAM UIC MPEG4 VIDED SERVER Live View | Setting

Languagas Gomora Posktion Yiove Blze Aumaming Brighiness Gouotrast  Alor

Engiih W Caihlop W IN IR HIJ ..__.,.-'i y ":J \9.-"

Cailing
Mirmar
AR

(Direction control.

Sl 1
IProsaet “
GelE=]
Tour -
Enabio |5t
AutoPan

Alert Message

D@ O~

Bawn Alrrt I [ Enekis |

2. Camera speed: controls the rotation speed of the camera from
"1" (lowest) to "7" (highest).

. URinam UIC MPEGA VIDED SERVER Live Wiew | Setting

angsigis Comara Pasitiar Wiow Sire tilrmqening riuhtnsss Contrast  Alwel
Engish = Casktop T HTTR ™ \t‘? :{I :J :) @

(Rotation speed. )—IF%'%

Taur

Autolan | Dnstls

Alert Mostage

— SOurce ; Formas: 320 x 740 | FRS: 1 | BrRate; 12560

2@ UL
Eave AlertImng | Ehetls
Speed 1 2 3 4 5 6 7
Angle/Sec. 3 20 40 60 80 100 120

16
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3. Preset: presets the rotation points for the camera (16 points)

(1. Click Set to enter the Preset Setting screen. )

f_( 3. Control the camera direction. )

!. UNIFORM UIC MPEG4 VIDEO SERVER Live View | Setting
Language Camera Position View Size Streaming Brightness Contrast Alert

[English 1~ Desktop % | 15w HTTP | L \:') ;J:):) @

§ 2 hiip:4/60.248.204 239 - User Setting - . [2 |[B[X]
A

Preset Setting b
Preset List
Ho Hame
.
[ ~
Speed |
Preset ) .
e e
Tour [E b
- -
(§neble (et | prasee setting =
AutoPan [ nable Location Name ?_r ‘5_"".'-'" -
Location Number | 1 iv [l e
Alert Messafje v "
o Remal? eset — |l BitRate: 114kb
= 4 ==l 5 2
— | |&x 2 © FESER : ) ) [mns
m7 \’) J
|Record file g iden]; Snapshot file path: [cisnapshot] |
10
11
b 1z
13
Save AlertIfng Ta
15
1g
(2. Enter the name of the location. )
(4. Click Update to exit. )

5. Select the number you need
and click Go. The camera moves
to the area automatically as set
up by the selected number.
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Camera Main Page

Lamrguags

Ergligh W

Aulofan | Er

Alert Messag

Bave Alertlm

Tour b

4. Tour: enables/disables the tour mode of the camera.
The rotation points of the camera must be set up in advance.

(1. Click Set to enter the Tour Setting screen. )

UI¢ MPEG4 V

2. Name the tour. You can set up 5

tour groups at maximum.

(3. Dwelling time (sec.) at each tour point. )

DEO SERVER

Livie Wicwe | Sekking

PR TR 7)) hivpo /60 748 204 259 - Uee s Setting - Microoft Intermet Explorer

£*

y |_Enabls

wekin

Tour Setting
List

Towsr Civeling

Tour Sequance 1
Tous Sequeance 2
Towr Soquinog 3
Tower Saquanca 4
Towr Sequance 5
Tows Sequeance &
Touw Secugncn 7
Toasr Saquanca |

1=
3
= e Tour hequence 2 pRohe £
e L Tour Seguenie 10 _renna |8
g B Tour Seduatio: 11 Ll
[ Tl Tour Saquants 1% e W
[ L Tour Sequenca 13 e (W
_npina % Tour Seguends 14 renna [
_npne % Tour SedpuiEni: 15 nona |
e W Tour Sequents 16 [Tl
&du!u Reset | [Exit
o U
q 5. Click Update to Exit. )

;(4. Select a preset location for the camera. )

' 6. Click Enable to activate the tour function. )

5. AutoPan: enables/disables AutoPan.
You can enable the AutoPan function to make the camera automatically move back and forth
horizontally. Disable the AutoPan function to stop the scan.

18
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6. Alert: displays alert trigger
This indicator flashes to warn you when a movement or alert is detected. Click to stop the flash.

(Alert trigger display )

@b unironm UIic MPEG4 VIDED SERVER Live View | Sefting
Languagn Camoca Position Wiml Bize Btreaming Brightnoss Cantrast Algrt
Frnglish & T v [T HTTR = =y =1 oy - |

gl "t o —

Spaad 3
fowmm [r_u‘i [bx_:l] .
Auto Focus I_I'I_H] W B
Foeus @ E| l .f'.-\-
Presel Foul | . 1
Tour Tourl = E‘-::h. ._"_-h-
I_F"T_"ﬁ_ﬂ] Source : Format: 176 ¥ 144 | FP5125 | Befata:405K0

(AutoPan function )—MH»—[-_EH-H:IP 3) i) F) 47) gy
Alert Message Diisahble |—\ Flaamanid fils patk s hat His pat LT

£

E

h
Save Alertlmp | Deialys ||

(Enable/ disable the alert message display )

\ ' Alert message display area )

;(Enable/ disable the alert message Save function )

7. Alert Message: enables/disables the alert message display.

Alert Message | displays the alert message. Press Enable/Disable to enable or disable the
alert display message. When this function is disabled, the alert message will

not be displayed.

Save Alertimg | saves the alert message. Press Enable/disable to enable or disable the
save of the alert image in the Snapshot directory. When the Save Alertimg
function is enabled, double-click it to show the alerted image. A message
appears whenever an alert is triggered (50 messages at maximum). The
message disappears when you quit the screen. (For more information about
this setting, refer to the Setting/Application Setting/Event/Event.)
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Camera Main Page

8. Language: selects a Ul language
Two languages are available: English and Chinese.

dst e [ frekis |

Alem Favsone
B [+ L)
=

-

D Kler g [ Tukis

9. Camera Position: sets the position for display of the image
Desktop: Normal image (displays on the desktop; default value)
Ceiling: Upside-down image
Mirror: Mirror image
Rotate 180: Mirrored and upside-down.

-

Howw Alari g [ L ass

10. View Size: selects the size of the image
Select the size of the image from 0.5 to 4X.

Baws Alert 1 [Tce |

20

W wmrem UIC BPEOAVIDED SERVER
[F 5 ITE- Comeers POy Rioe Wiwe Bige  Elmaving
Set the position for == (""' ~ S s
display of image. Laanira
Opgewd [2=
Prmast -
&=
[Franis |ar
AustaP an
At Maveige
r e - G
2w

.pum- UIC MPEG4 VIDED SERVER Live Viirs | Eriti
Looguops Gaarmeazn Foallion Wime ire Blr=pesuy Hopltnesy Casfrost dbext
Ingrk W Casidon W [T WITE ¥ _t-. :_.I _?J :j Q‘,-II
(Selects a language ' J
Bpomid 1
Precat -
[EelfE=r]
Tuswr -
| Emakin et

= o5 = . .
Sownce ; Furnat 330 & 50 | FPS.1 | Befats, LE3L

b

v Vaavy | e

)

J9 @

2=

L TR UIC BPEOAVIDED SERVER v Weany | emEad
Latsuate Comprs PN Yiue ity Hmeving  Sdgheeds  Codredt  Aen
. . [T L. Imibay - ki = | 4l =
(Select an image size ) s g w9 ©

st
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UDP:

TCP:

HTTP:

11. Streaming: sets the video stream protocol (HTTP is recommended)
This product provides three different video streaming protocols: UDP, TCP, and HTTP.
HTTP is recommended because it allows the video stream to go through the firewall.
(Refer to Setting/Basic Setting/Network/Streaming for more information).

provides the fastest but most unreliable transmission service. Video steams are
transmitted thought UDP Port (50000~60000 by default) to ensure the fastest image
transmission. However, video fragment or mosaics may occur due to poor transmission

quality.

Provides reliable data transmission. Video steams are transmitted through RTSP Port (554 by
default) to avoid video fragment or mosaics due to poor transmission quality.

Video streams are transmitted through HTTP Port (80 by default) to ensure passing through
firewalls.

(Select a video stream protocol | ~

)

.uulrnln Ulc MPEG4 VIDED SERVER Live Vieve | Sgtting

ANQEUAGE Camera Positinn View Sige Stregrhing Brightness Oontrast Alert

Pngfish % [ 15 wrTe | » | =] -|'/ = gj

- .
(03 = gt e
TER

Spoad L
Prasat b
(Gl
Tour -
[(Enakle |[Eet]
AutoPan [Erable | ot ¥ g
Aler Message '.ﬂ

Source ; Format: 320 « 240 | FRS1 | BitRabe; 125k

3 ) () b ) (e}
) &/ g

Mgcard dla peth: jo'sidan]: Snopsat s paes [renaprhedy

v
Save alartImig | Enable
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12. Brightness: adjusts video brightness / Contrast: adjusts video contrast
Press + (increase) or - (decrease) from the setting window to adjust the brightness or contrast of

the image.

UIE MPEG4 VIDED SERVER Live Wimre | Setims

.umnl:l
Languags Bauca Posilion Wi Sty Elmraming Boighinuss Combrosl Al
Lud e e @

Anghih Deibisg ™ =

Adjust brightness /
contrast of the image

fpooed L
Prosed | =
[GeliEt]
Toair -
: d e
[Tnania |[5 e =
J [ =
AutoPan [ Insbis L ak 3"“;-
=
Alort Messago - " ]
= Source : Pormat: T30 i 240 | FES01 | Bekate: 1250
) L )
= o ud B
-

Save Alurtimeg | [nasle

13. REC: executes the video recording function
Click this button to start video recording and save the image file in the preset

directory (C:\video). A red mark appears at the bottom left corner of the image

when the recording function is running.

Eive Wiew | sesiang

UIE MPEG4 VIDED SERVER

0 eronm
Languiags Gamara Pastian ViemSies Boeamng  Oogblosss | Conleasd o Aled
Irghth ® [ W= HTTD ™ *) it e EJ
fpned |1 ¥
Praser |
B=
Taner - iy »
[Enab =1 =
Autnan Bk | :-"._'E____.-

= . .
Sourcs ; Fernat: K0 < 240 | FRS:1 | Deksts 13505

3] j} 1)

Alart Miriiidgn

( Recording button

—r
[

( Snapshot button

Hawe Abort iy [Esabie |

14. Snapshot: executes the snapshot function
Click this button to capture an image and save it to the preset directory.

(C:\ snapshot).
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15. Path: sets the save path and name for recorded images and snapshots.
The filename is the recording date by default. You can identify the file by prefix
of the filename.

Click the Path field to
select the folder to save
the file.

MPEGA VIDED SERVER Live View | Settimg

2R httg, 0 A8 M 230 - Tors Setting - Marsow 1 Lt [0 (B[]

stewaming Lhrisht sy Cumiras Aliert
) - o o I |
e WTTR % _\_J =) b)) QJ

i e

Filesairs Brafic Pl 20051 115 21347 g

Path eanagshol

Filenarme Prahx GV RN E A I B Y
Sawn | | Canenl
- — - gl
[Enabie |[ze1] S
: e - =
AuloPan | Enable = L
Almrt Massan _h&. .,

Source © Foimal: 320 8 240 | FPE:1 | BitRata: 11360

Save Aluriimg m

‘ Save the path '

( Pickup function ) ~

(Automatic Noise Suppression system )—/

16. Audio On/Off: turns on/off the pickup function
Click the button to mute the sound from the built-in microphone. A cross-out mark appears on the
speaker icon to indicate the mute status.

17. ANS: Automatic Noise Suppression system.
(The ANS function is enabled by default and it is recommended to keep this function enabled.)
This function can suppress background noise around the camera (such as regular fan noise).
Click the button to disable the ANS function. A cross-out mark appears on the ANS icon to
indicate the noise suppression status.
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System Settings

System setting contains basic and application settings. The basic setting is executed for basic
system information, transmission speed, audio/video code, user authorization, date/time, and IP
filter, while the application setting is executed for event triggering definition and other relevant
settings, definition of the motion detection area, firmware update, reset to factory default, and reboot.

Basic Settings

. . N
Click setting to enter ]
the setting apge @ uwirnen Uic MPEGA VIDED SERVER pre Yins | Hatting
Basic Setting System Selting
Systom Sysbom Info :
¥iden d | " Dawiow Nama MPECH TP CAMERA |5mt
A MALC Sddriss
i 1P &dldres
Matwark Maik

applicatinn Setting

LED: Evant status h_
Fermmare Usarads  LiD- Link it F

art live wier
toutaet bive view

Basic Setting > System (System info)

®© Basic Setting > System > System Info
Device Name: You can set the name for your camera here. Click Set to complete the setting.
MAC Address, IP Address, Network Mask, Gateway: Network information.
Firmware: Firmware version information.
Current Viewers: The number of viewers who are currently accessing the video stream.

LED: |Event status: You can set the LED display mode (ON, OFF, Flash) here.
ON: The LED flashes when any motion detection or alert trigger is identified.
OFF: LED is turned off.
Flash:LED flashes according to the user-defined interval.

LED: |Link status: You can set the LED display mode (ON, OFF, Flash) here
ON:The LED lights up green when a video stream is detected. Otherwise,
it does not activated.
OFF:LED is turned off.
Flash:LED flashes according t o the user-defined interval.

® Basic Setting > System > System Log
The administrator can view all login information of this camera, including boot record, video

streaming mode, login IP, changes, and the date/time information. You can copy the entries to a
Word document and save them manually. Please note that all information is deleted when you
turn off the machine.
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Basic Setting >Video/Image

Basic Setting > Video Image > Video Image

@® Basic Setting > Video / Image > Video Image > 3GPP
To view the product image using a 3G cellular phone, click Enable to enable the 3GPP mode.
(Note: When the 3GPP mode has been activated, all relevant parameters are set automatically
and cannot be changed. This is for the sake of compatibility).

.umﬂ;l! UIC MPEGA VIDED SERVER Live ¥iew | Setling
Basic Setting Video | Image Setting
System Video flmage
3GPP mode e BGRR CiEnable & Drsable
Video Format Lo
e \ideo Resolution |SiFt3Izaren  F20-240)
Hier Frame per Second (FPS) 1B
sotmark video Quality CF qualiy. [oe ]
Date f Time (&) Fix Bitrata EL |
1¥ Filtering GoR £ | frames
Application Setting
Event osp — N L
Display Mode Cloase O Tima [ Texx
Motion Beteclion Display Takt 1P Cam ]
Lirmmare Bparade Oisplay Colar 158 | (Ozss)
Eactory Dolasill
—— - . .
Brightness 0 | (0~100%
Contrast 3 | to—100)
[save | Reset]

To use the 3GPP function, the following requirements must be met. Contact your telecom company
to learn more about the connection conditions):

1. 3G phone : Your cellular phone functions properly and supports 3G service.
The compatible cellular phones that have passed our test are: Nokia 6630,
Nokia N73, Wibo Winll, Nokia E61, Nokia N70, Nokia N93

3G phone number is available.

The 3G wireless networking service is available.

The camera has a fixed IP address.

The 3GPP mode is activated.

ahwN

Ex: Nokia N71. Follow these steps to set up your 3G viewing function.

Streaming:,l_!lﬁ __ﬂ
e N

rtsp://60.248.204,23 ..

y PR

a"JJI

| Open
Send
Find

Edit
Delele

1. Enter multimedia data (2. Select a streaming Iink) (3. Add a new link. )
from the main screen.
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4. Enter the link name. )

57 &

LINK

gERUT

Naine:

Web address:

3.204.241:554 /cam1/3

6. Select OK to save the setting. ) 7. Select this stream name to
proceed with linking.

H “‘3 RealPl

5. Enter the IP address of the camera, e.g.
rtsp://xxx.xxx.xxx.xxx:554/cam1/3gpp

real

Connection to
server needed.
Connect?

Connecting

8. Select “Yes” to connect. )

UIC Video Sepve
session

N

1L maapy

Loading

(10. Loading the image. ) (11. Video stream screen . )
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®© Basic Setting > Video / Image > Video Image >Video Format
You can select MPEG4 or MJUPEG as the video format. It is recommended to select MPEG4 for
real-time browsing to optimize the bandwidth. MJUPEG is a good choice for the best resolution
when video recording is required for collection of evidence.

@b vuioem UIC MPEG4 VIDEO SERVER Live View | Botting
Basic Setting Video / Image Setting
ayslem Video f Image
Vidon f Imango IGPP ) Enabla (5 Disabla
Al video Format MUBED
Wideo Pesoluban _ f f ABOaZa0) ¥
r User Erams por Seoond (FRS) FL
Hetmurk Widheo Quality LI Fin Quality Lo -
Select a video Date [ Time . L=F P Batratn 11m =
. IP Filtering Ll
Streamlng format Application Setting |""_""ﬁ|
Exent 50
Display Mode [Coate Clmime [ Text
HMotian Detestion
Display Tax=t IPCam
I are Uparade
ORRAE URETy Disolay Color 135 {0~255)
Lactery Default [Eave |[Raset |
febont Sansor
Brghtrass 50 {0~100)
Contrast 55 {D-+100}
Save |[ Reser |

® Basic Setting > Video / Image > Video Image >Video Resolution
Generally speaking, selection of resolution is dependent on the bandwidth of the network you
are using. This product offers different selections for video/audio settings. However, to ensure
undisrupted image transmission, you need a higher uploading bandwidth. Generally, it is
recommended to use CIF resolution for normal bandwidth. To meet other requirements, refer to
Attachment B for more information.

The product offers 4 image resolutions (PAL/NTSC):

1. D1 (704x576 / 704x480)
2. VGA (640x480)
3. CIF (352x288 / 352x240)
4. QCIF (176x144 [ 176x112)
@ vuiom UlC MPEGA VIDEO SERVER i i g
Basie Setting Video / Image Setting
Bysbeny Wedon [ linaG
widien / lmagn PP ' Enable (5 Disablo
St \ideo Format MiEEG W
slia etheo Resolubion GEIF[LTh w144 / 176x813) &
Uger P i ey
( Helwork Wetbis Quahity :’:]:Llf::n.,;na:?.: A0 a0
Select an im Date f Time el
e eT ta Image S aoe Irames
resolfution Application Seling Iﬁ"ﬂl
Euwenl osh
i Display Modi [loare [l Time [ Text
totion Detection
Display Text FCam
Eiemmare Upgrade Disclay Color P (Gm255)
Lactory Default ﬁ
feboot Sensor
Brightnass 58 [0~100)
Cantrast L1 [D-100)
Save |[ Reser
ve || Poset
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® Basic Setting > Video / Image > Video Image >Frame per Second (FPS):
With NTSC, you can choose 1, 2, 3, 4, 5, 6, 7, 10, 15 or 30 for video resolution
With PAL, you can choose 1, 2, 3, 4, 5, 6, 12, 25 for video resolution.

‘ Select a FPS ; ~

@ viironn Uic MPEG4 JIDEO SERVER Lixz Yiew | Setting
Bazic Setting Video | Image Setting
S¥stem Video / Imape
Video f Image JGFP JEnable EDizable
Audin Wirloh Format MIFEG *
L Mipna s
= \ideo Resolution JEIF(1Temaad [/ 176n222)
Uaer Frame per Sacond (FPS) w
uptmprk “idea Quality m:u-‘llh T
Duale f Time 10 |[Bitrate M -
|
I¥ Filtering Goe e | framas
b
Application Setting i |CRenet
Event o0 s |
T e ry ke 71
Hution Deteclion CESpilay: Mocs i jpOiTime Teu
Display Tost Tam
I . file
IEmmre. (T Display Color Fit] (O~255)
Eactory Befasll (Save || Reset|
o - Shve || hee
Brghtness a0 (Q=100)
Contrast (13 (G-100)

=ave || Rasak

® Basic Setting > Video / Image > Video Image >Video Quality
You can select Fix Quality (resolution priority) or Fix Bitrate (fluency priority) at the same
bandwidth.
Five options are available for your choice: Best, Better, Normal, Fast, and Fastest.

(Select a video quality ) ~
@b vromm UIC MPEG4 VIDED SERVER Lixe View | Setting
Basic Setting Video / Image Setting
Septem Video f Image
¥ideo / Image 3GPP (C)Enable (= Disable
Audip Wathg Forrnak MIREG W
widian Rasalution QCIFIATEalad f ATEna2T)| ¥
lUser Frame ger Second (FPS) 1 -
Network Widaa Cuality P Craality Basl W
Date £ Time ) Fix Bitrate
1¥ Filtering .
Application Selting Iﬂ"ﬁe_su]
Lyent 05D
Dispiay Mo 1osts [ ]
Miklor, Dk et lisplay Moda Cloake ClTime ] Test
Dhisplay Text IFCam
u 1
Elemeware Upnrade  po 0o o FrT [0-255)
Lactory Diefauilt m
R st Sensor
prightnacs 50 (0~100)
Contrast 5% (O~100)
[ 5"."‘!'.'][ ':'i'?.‘.".".]

16 transmission speeds ranging from 32K to 4M are available in the Fix Bitrate mode. The higher
the transmission speed, the better the quality and fluency.
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@ vwom Uit MPEG4 VIDEO SERVER Lixe ¥igw | Setling
Basic Setting Video | Image ‘SEﬂil‘lg
System Video / Image
Video J Image AGPP O Enable & Disable
Vidizn Forma MIFEG ¥
Ao -
T \ideo Resolution QCIF(1782144 f 17621120 ¥
laer Frame per Second (FPS) 1
metmmrl viden Cpuality i Cluality [ -
Bate f Time & Fix Bitrate [T
Select GOP to AT Gop 1 5M
update the speed. [unplication Setting [zave |[ Rosst m
Event osp M
Desplay Mode Clipate O Tina [, 5m
HMulion Deteclion 1M
Display Tast IPCam T
Flrmware Uparade GADH
Display Color 258 el
Faclury Gofaull Lmlml R4k
" - T i
Beboat Sensar 1TEK
Brhghtness =0 gﬁ (a[n)]
2
Contrash EE To=100a)
Save || Reset

GOP provides users with the function to set the pages of the | Frame and P Frame to be
transmitted in the MPEG4 mode. Basically, the | Frame page contains the entire picture and
needs higher bandwidth, while the P Frame page only contains the parts that are different from
the | Frame and needs lower bandwidth. Hence, when you need to transmit the pages without
disruption in a normal network environment, you can set up a higher GOP. For example, if GOP
25 is selected, 24 P Frame pages will follow 1 | Frame page, and so forth. However, packets
may be lost when they are transmitted in a congested network environment. In this case, the
following P Frame pages may bring about disruption of the transmission because they lose the
reference upon which the difference from the | Frame is identified. You may change GOP to 10
with this concern to avoid disruption of the transmission. The GOP is 15 by default.

Basic Setting > Video Image > OSD

You can set to display the date, camera name and other information on the screen.

®© Basic Setting > Video Image > OSD > Display Mode
You can select to display the date (Date), time (Time) or text (Text).
® Basic Setting > Video Image > OSD > Display Text
You can key in the text to be displayed on the screen (Ex.: Lobby IP Cam)
® Basic Setting > Video Image > OSD > Display Color
256 colors and tones from 0 (deepest black) to 255 (lightest white) are available for display of the

text.
humll:-ll UIC MPEGA VIDED SERVER Live Yeem | Setting
Baslc Setting Video | Image Setting
srsiem idaa [ Image
Widno f Image PR wEndble L indable
R Wideo Format
dadip it Bk mion
lkker Eraid gar Sacond (EPS)
srimark Widea Qualty Fix Qualiy
Oate £ Tims Fix hirite
PP il e i aoe i — framas
Application Setting [Savn |{ Meset ]
- Pxand [
OSD settlng —_— Crsplay Hods Clowte Clmime £ Tt
5 o Display Tent =
Cirmmare doneade Lo o F (O=~355)
- I actory el sult [ Gaiwa || Renen |
Brightness/contract Aehost Savisr
; Hahtress " {0--100)
adjustment e o (0~100}
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Basic Setting

Basic Setting > Audio (Sound)

Basic Setting > Audio > Audio (sound setting)

@® Basic Setting > Audio > Audio > Audio Raw Format
You can select No Audio or PCM. When you select No Audio, the sound transmission from the
built-in microphone pauses. When you select PCM, the sound transmission resumes. The factory

default is PCM.

(Sound transmission format

@ virowm

Bacic Sefting
System
Viden J Imaae
Audio
User
Ml wark
pate J Time
IF Fillering

Application Setting

Exveni

Hotian Detection
Firmware Upsrade
Lactery Defauly

Aeboot

VIC MPEG4 VIDED SERVER

Audio Setting

fudio

Audio Raw Format
Aucho Encods Formak
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Basic Setting > PTZ
Basic Setting > PTZ > PTZ

b unircen Uit MPEGY VIDEO SERVER Lica Miem | Sakiing
Baric Satting PTZ Configuration
Gystem FTZ Camera Port Setting
vides J Imans Camara Drivdr 1 | WIEREDD W Addess ;|1
Buadiy [Eava ] [Faset]
. PTE Drivar Mansger :
FIz Camera Droar ;| wWIShor Delete |
User BTZ Drvar Upload P
Hetmork .. 2] [(uplond | [ Femset |
[ate F Time Baud rate N
I Eillcring Duata bits Ly
Application Setting Stop bis b
Evenl Panty Hune W "
[Bave] [rose]

Hptiap Petection
Cirmware Upgrade
Eagigry Detault

Rrbnnt

® Basic Setting > PTZ > PTZ > PTZ camera Port Setting
This product supports the PTZ control of those analog PTZ cameras use the drivers of Pelco-D,
Pelco-P and A-Linking. Refer to the user manual of your PTZ cameras, and you will know which
driver to select. Moreover, select the serial number (address) of the targeted PTZ camera for
controlled setting.
(Note: RS-485 can cascade numbers of cameras that use same driver. You can control the pan,
tilt and zoom of your targeted camera by connecting to the video server control panel through

RS-485).
@) umiom UiC MPEG4 IP Video Server. Liwe ¥iew | Soiting
Basic Sefing PTZ Configuration
Sralem PTZ Carmaira Port Sethng
. a6 Camepra Drivar @ | PalosD (& Address ¢ |1
(PTZ Camera control port setting CTTT— Ga) Gt
PTE Diriweer E
Lk Camsra Drivar
Lsar PTZ Driver Uplosd
" - [plend | [Reset |
Senad Port Setbng
Cate [ Time Baud rats mOy W
IF e Fing Dt bits e
Application Setting Stop bty 1/
Lwend Pty Hons W .
Hatson Beleclinn Save | [ maset
Eirmmare Unasade
Exctary Defsull
fchowt
@ visorm Ui MPEGA VIDED SERVER Livie View | Setting
Languags Comera Positinn ¥ Blze Streanng Brightngss Contrast alart
English Dadhres W 1N TCR W :/I :'. 1}. _:J G_,;I

Alart Massagqe [Disabls

- L
Bawe Alorfirmg [ Enatde | -:;:’:_ -_
b
Click "none" in the Camera Driver, the m .
main page will not display the camera Source ; Formati 320 & 240 FPS: 14 BERate: 391K
control panel 5) ) ) )&
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Basic Setting

. UNIFGRM

®© Basic Setting > PTZ >PTZ Driver Manager
In the Camera Driver column, list all the drivers that are installed in the video server. Select “Delete” to

eliminate any selected driver.

UIC MPEGY Video Server.

Baslc Setting PTZ Conmguraton
ralem PTZ Camera Port Setting
Yideo / Lmage Camara Driver ; | Faloo-D Address ;|1
Autdin
PTE Driver Manager
PTL Camara Driver | | Peleo-0  w
PTE Drnviar Uiplo T80
(Driver Upload )
y | WIEE03
- Sarial Port Sg ‘
Rate [ Time Bauwd rate LN
. . Data bits 8 %
(Drlver Manager Setting b b T
=t Party Hone

HMation Petection
Eirmmare Upgrade
Eaclory Delaul
Reboot

® Basic Setting > PTZ > PTZ Driver Upload
Upload other drivers from our website for support of more cameras.

® Basic Setting > PTZ > Serial Port Setting

Baud rate is a measure of the symbol rate. Simply refer to the user manual of your camera for the

accurate rate.

. uMIFSRE UIC MPEG4 IP Video Server.
Bl Suiting PTZ Configuration

Fraten PTE Casmesta Port Sattng

Riden J imang Camara Diresr witdna W Address - [1

Amidin

- I FTE Drivar Manager

PTI Carnera Drver @ Peles-B w0

[T, PTL Dviver Upload

[re— it . S

Setmprd P

Dt Time Baud ratE

IP FilEring Diats bt
Application Setting Stop teits

Party

(Serial Port Setting ) .,,*:“ —

Firmware parade
Eastury Ppiguh
Erbowt

® Basic Setting > PTZ > Serial Port Setting > Data bits

The number of bits used to represent one character of data. Refer to the user manual of your camera for

the accurate figure.

@b vsiroam Uic MPEG4 VIDEG SERVER
Basic Setting PTZ Configuration
S¥stem PTZ Camera Port Setting
Viden f Image Camera Orivar ;| rans = Address : |1
Audin
PTE Devier Managsr
T Camera Driver 1 | wigvaua =
User PTE Drives Unlbad
Rkl [3FE.._ |
v Boridl Port Sotimg .
Date § Tims B it w00 &
IE Filtering LA Lk
Stop bits

(Data Bits setting )EP-EI'-‘%M-'L“H

Hation Detection

L are Unarsds
Fattory Detaull

Hebeot

Farty E w
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Basic Setting

® Basic Setting > PTZ > Serial Port Setting > Stop bits
Bit used in asynchronous communications to indicate the end of a piece of data. Refer to the
user manual of your camera for the accurate figure.

b viroam

Basic: Selting
Syetem
Yeden { lmans
fudis
¥
Mger

Hetwurk

1E Filtering

(Stop Bits setting

“Mapplication Setting

UIiC MPEG4 VIDED SERVER

PTZ Configuration
BTZ Camara Port Setting
Camard Deiver | | e * Acldregg ;|1
BTZ Drivar Managar
Caffdrd DRver | | 'WI159403 58
BTZ Dirwer Uplosd

(30|
Sexial Port Setting
Baud rate R
Data bits B
Step s 18

J  Lwant

Matinn Detactisn
Virmmare Uparads
Pactury Delawil

Wehant

s -

® Basic Setting > PTZ > Serial Port Setting > Parity
Parity is a concept of equality of status or functional equivalence. Refer to the user manual of

your cameras for the accurate figure.

‘ Parity setting ’ I...“?M Detacs

@b uroan Uit MPEG4 VIDED SERVER
Barsic Setting PTZ Configuration
System PTZ Cenera Port Settng
Widen f Imane Camara Dnver | | aene - addass - 1
i
PTE Dresir Managar
Pl Camara Driver | | wissees =
Ligse BT Drver Uplaad
ey Sorial Port Sotireg
Dafte I Thne Baud rate ¥O00
IF Filtering Data bits (v
Applicatisn Setting Stoo bics X
Fanty None W
| Fom
Odd

Lirmimare Usarads
Factury Delaull

Wehoul
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Basic Setting

Basic Setting > User(User)

The administration of the camera can set up access privileges by administrator, operator, and
viewer to ensure the security and control of the camera. The access privileges and setting steps are
described as below.

Basic Setting > User > User List (access privilege list)

The access privileges of the administrator, operator, and viewer are listed as follows. The
administrator has the right to define the privilege for each user depending on requirements.

User Administrator | Operator Viewer
Live View v v v
System Setting v v
Video Setting v v
3GPP v v
Audio Setting v v
Date / Time Setting v
User Setting root
Network Setting v
Wireless v
DDNS setting v
PPPOoE setting v
Streaming v
UPNP v
SMTP v
SAMBA v
Notification \%
IP Filter setting v
Event Setting v v
schedule setting \Y v
event server v v
trigger setting v v
Motion Setting \% v
Firmware Upgrade root
Factory default %
Reboot Setting v
PTZ Control v User with PTZ privilege

Steps: Click Add (to add a new user), Update (to change the privilege or password of a user on the
list), or Delete (to delete a user from the list) and complete required fields. Then Click "Save" to
complete the setting.

Options:

Add
Update
Delete

Add a new user and set up a different privilege.
Change the privilege or password of a user. You cannot change the name of the user.
Delete a user from the list.
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rChange the privilege or password of a user.

User setting "\ You cannot change the name of the user.

‘]ummm VIC MPEG4 VIDED SERVER Live Yiew | Satting
Racic Setting User Sefting

Syaten %

Yideo / Imaas

Audiv

Lsar

Hetwark

g [ Undate | [ Delete

Date S Time r Serting

1P Filtering Andriymous agin O Enable & Disable
Application Setting angrymous PTZ cpnirol D Erabla (& Dicabla

Exend Makirum numberief simultansous vidwars (10

Etotion Detection Save | [ Reser

Eipmmare Upsirads
Lastory Default
Rehoot

Add a new user and set up »
a different privilege. 5 bty 0] AU I 99 - W Eeteng - Mt tute (][] (5]
User Setting
N User Setting
(Delete a user from the list. ) Usarnama
Password
Corfirm passward
Prvlege {2 adrrenistratos
Croperatar
s Ervawer
Lo.g.m the username, password and BTZ et & Crrable: ©:Disable
privilege as required. You can also [Zave] [Reset] [Carenl ]
define the PTZ control here.
i_']]’.]: o BT

Basic Setting > User > User Setting (privilege setting)

For special business situations, this product allows you to log in to browse without the need of
keying in your username and password. For this purpose, you need to check “Enable” at Anonymous
Login. To allow the user to control the camera, you need to check “Enable” at Anonymous PTZ
Control. However, “Disable” for both options is recommended for the sake of security. Depending
on the bandwidth and requirements, a limit up to 10 viewer who are allowed to view the camera
simultaneously can be defined.

@ vioam Ui MPEG4 VIDED SERVER Livs Vien | Satting
Basic Setting User Eetﬂng
Ly $RE User List

Yiden J Imane Lot i sdminiuatse ] Microaafl Internet Explarer IE|

Anlur
'I": The oo ey pacne be Seleind

User

srimurh ':ﬂl Updats Cialata 1 3 |'

Date S Time User Setmng

IP Filtering Ay mous logan CiEnable = Disable
Application Selting anonymous FYZ controd CiEnahla (5 Digabla

Event Marimur numpor of simultannous viewars |10

Motion Detection Save | [ Reser

Eirmmare Upirasds
Lactory Default

Leboot

Activate the anonymous view and

camera rotation functions; define the
number of viewers who are allowed )
for on-line review simultaneously.
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Basic Setting > Network (Network setting)
Basic Setting > Network > Network (cable network setting page)

® Basic Setting > Network > Network > IP Assignment

@b vrironm Ul MPEG4 VIDEC SERVER T o (U
- asle Setting Metwork Setting
(Cable network setting page - 1F Assigrinst
Widep { Imane CHCP CroM| & oFF
Andin 1P Addres 60,2408 204,239
Subnat Mask TEE TRE TEE Tia
Uaer
Do ailt Gatiorw y 60248 204 22T
Mutwork
OHS 1 188 98.1.1
Mt veork DNE 2
MAC Sddress

lNJwr | Enel _|

Date f Time
P Filtering

Application Setting
Lyent

HMulign Deleckian
Firmware Uparade
Factory Default

Rehoogt

DHCP setting:

DHCP(Dynamic Host Configuration Protocol) is a protocol that enables automatic assignment of
TCP/IP information to the client. Each DHCP client connects to the DHCP server to access its
network setting information, including IP address, gateway, and DNS server.

The IP address of the camera is 192.168.0.20 by default when DHCP is "OFF". When you select
"DHCP ON" and access the DHCP network environment, the camera will automatically send a
DHCP packet to request an IP address. This IP address is assigned automatically from the DHCP
server on the network. No additional settings are required for this page unless you need to change
the network configuration. The DHCP status of the camera is "OFF" by default.

Other settings:

For IP address, Subnet mask, Default gateway, DNS 1, and DNS 2, the DHCP server will assign
these values automatically when DHCP is in "ON" status; otherwise, you need to key in the values
manually.

Note: Where no IP address is assigned from the DHCP server, the system will set the Link-Local Address
automatically. Chunghwa Telecom DNS: 168.95.1.1
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Basic Setting > Network > Wireless (wireless network setting

page)

Note: Only UNC-9711W provides the wireless networking function. UNC-9711 and UNC-9711P do

not provide this function.

The cable network setting procedure shall apply where the LAN socket is connected to the network

cable.

Where wireless network is required, you need to remove the network cable after completing the
wireless network setting and restart the machine.

@b unironm VI MPEG4VIDEC SERVER
Bazic Setting Wireless Setting
Sxalem Wirtass
Videw / Imasms Mode -t
futhantication Type Opan Syitairs W
hadle ssI0 any
Lanr WEP Encryption Hana
Helwork S KEY 1
CIkEY 2
CIKEY 3
trasr CIREY 4
oL, Winehpss 1P Acsigrimnent
ol DHCR ChoN @ orr
1P Addness 192.168.0,2L
B Subnat Mask 265.255.256.0
o Dol ault Gatuway 192.168.0,254
= N DS 1 160.96.1.1
DHE 2
at MAL fddress
Date f Time [Eave [ Raset |
LB Filtaring -

Application Selting

Lyepd

Holinn Brekection
Cirmeare Uparade
Lastary Defaull

Rehoul

(Wireless network setting page

)—J

® Basic Setting > Network > Wireless > Wireless

(Wireless networking mode )

) vniroam

Basic Setling
LEL1LdH]

Vides § Imans
Aydin
user

Seiwprk

Wirelnss

Cate f Tims

rl?_l__l_'l_l_r' ring
Application Setting

Lven

sigtign DEtection

Firmyware Uporade

Eatary Defaull

Weboot

UIC MPEGA VIDED SERVER

Wireless Selting
Wiralass

Mods
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5510

WEP Encryotion
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CikExY 4

Wirgless 1P Assmnment
DHCP
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Mode: Selection of the wireless networking mode

1. Infrastructure: Infrastructure networking mode

Thiscamera uses the wireless Access Point (AP) as the hub when set to infrastructure networking
mode and connects to the network via the wireless AP.

INTERNET ADSL MODEM BASE STATION

R 1 b
g7 v

o -~
\:%u -

WORKSTATION 1

Infrastructure networking mode

AdHoc networking mode

2. AdHoc: Point-to-point networking mode

This camera connects to other wireless devices via a wireless network when it is in the AdHoc
point-to-point networking mode; i.e. the product connects to other devices equipped with built-in
wireless connection function without the need to access from any AP.

Note: Where no IP address is assigned from the DHCP server, the system will set the Link-Local
Address automatically.

Authentication Type: Network authentication type
1. Open System: No encryption.

2. Shared Key: Security of data is highly protected by encryption during transmission.
Note: Refer to the user setting instructions of your wireless IP sharer for more information.

@ uniroen Uic MPEGA VIDED SERVER

Live iem | Setting

Basic Setting
Syatem

Wirelezz Setling
£

Wideo J imane Moge Tretrap T r——

(Network authentication type ) Aulio onldaialeii

Waer

e

WER Encryption

Hetmork SRR L
1 DERY 3
Wirsless JKEY 3
CIKEY 4

Wirsless [P Assignmant

DHOR Yol (5O

|P Addregs 192060001

Sutrpt Mask ETEE LR IT )

D auls Gatmway 192350 0254

DhS 1
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MAC Addrass
Bate S Time I'“: Enpat

1569510

1P Filtering
Application Seting

Ewent

Histiam Delection
Eirmm are Unarade
Faitary Befault

Heboot
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SSID: Service Set Identifier
Enter the name of the base station (AP) to which you want to connect.

Wireless

Identification EFTET RS PLILAFO4
Regon: = x
551D (Service Sei |dentifier)

Maode:! gEb x
Channel Mo: mn=
I Broadcast 5510

(Base station SSID name )

(Base station encryption settings Configure VWEP

LTE LT ~ Enable Access Point

Allow LAN access by:

& ALL Wireless stations

~ Selected Wireless stalions only Saluct Stasocd
Allyw Internet access by

« ALL Wireless stations

r Selected Wircless stalions only Soloct Staions

WEP Encryption: WEP encryption function

When the base station (AP)which you want to access has enabled the encryption function, you need
to acquire the following information by accessing its encryption settings. You can use acomputer
equipped with wireless networking function to view the available wireless networks from the
Windows system.

1. Encryption mode (64Bit or 128Bit)

2. Authentication type

3.Group (KEY1, KEY2, KEY3, KEY4)
Then change the settings on the wireless
networking setting page to make them conform
to the settings of the base station.

L [ TEGT Uic MPEGA VIDEO SERVER Lixs Ve | Bwiibeg
Baalc Fptifng Wireless Setting

Restom wirakii

Tides / Tosaur oo ierrymus ¥

e ukherise 3an o Cpen berae ¥

dae A =

(Encryption options )

sptmark TREY T

Wirwlires KEY 3

— KEY @
IP setting in the wireless | ..~~~ ek —
networking mode etz 1P ks Tereres
LERE Subrart Wt 298 199,545
Doptault Gatewaw LI 164,004
peE L T L ER
s 2
T AT Stireg
Rate | Teme = [

I Eilesing

Agglication Getting
i Frteatine
Eirmmare W rule
Eactwry Ded el
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Then change the settings on the wireless networking setting page to make them conform to the
settings of the base station.
; Chooss o wireless retwork

e B 1 o B B ] B e PO O g O B e
s

. .-. I i EELEE]
ci * Sevaty srabiod rase rateh aldl
fugly e
. . T e sirsien bt il
Base station with enabled P, i=
encryption function | PR—— il
pgn ™
I]. alldl

I et e-erubied srsen 1stwnh

Wireless - WEP Data Encryption
WEP Data Encryption; |Disabled =

ButheaticationType:

(Encryption mode )

‘ Encryption authentication type ‘,
‘ Encryption group '_'Keymp“[

Default
Key  Keyvalue

weyl e [
Keyz e [
Key 3 & ]—
Keya o [

pessprrase [
Applyl Cancel |

® Hex (~Qand A~F) © ASCI

Help | Closel

WEP security mode: Select an encryption mode from the list. The format is “None” by default,
indicating that the security function is disabled.

Authentication mode: One of the following authentication modes is required when you select a WEP
encryption mode from the security list.

1. 64 Bit (10 Hex chars)

2. 64 Bit (5 ASCII chars)

3. 128 Bit (26 Hex chars)

4. 128 Bit (26 ASCII chars)

WEP key password encryption mode:

You can set up 64 Bit or 128 Bit WEP key password encryption mode. A set of 64 Bit encryptions is
equivalent to 10 sets of hexadecimal digits or 5 sets of ASCII characters. A set of 128 Bit encryptions
is equivalent to 26 sets of hexadecimal digits or 13 sets of ASCII characters.

Encoding HEX ASCII
Available characters | 0~9, a~f, A~F 0~9, a~f, A~Z
64 Bit 10 5

128 Bit 26 13
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Ex.: Wireless mode setting (applicable to most situations)

Selection:

1. Mode: Select Infrastructure to connect the camera to a wireless base station.

2. Authentication Type: Select Shared Key.

3. SSID: Enter the server name of the base station.

4. WEP Encryption: Select the encrypted key that is the same as the base station.

5. KEY: Select a group that is the same as the wireless base station. You must select KEY1 for base
stations that only have a set of keys.

. DHCP ON/OFF: DHCP ON is recommended.

. Save the settings.

8. Restart the rquipment.

~N O

® Basic Setting > Network > Wireless > Wireless IP Assignment
(IP setting in the wireless networking mode)

DHCP setting:

DHCP (Dynamic Host Configuration Protocol) is a protocol that enables automatic assignment
of TCP/IP information to the client. Each DHCP client connects to the DHCP server to access its
network setting information, including IP address, gateway, and DNS server.

The IP address of the camera is 192.168.0.20 by default when DHCP is “OFF”. When you select
“DHCP ON” and access to the DHCP network environment, the camera will automatically send a
DHCP packet request an IP address. This IP address is assigned automatically from the DHCP
server on the network. No additional settings are required for this page unless you need to change
the network configuration. The DHCP status of the camera is “OFF” by default.

Other settings:

For IP address, Subnet mask, Default gateway, DNS 1, and DNS 2, the DHCP server will assign
these values automatically when DHCP is in "ON" status; otherwise, you need to key in the values
manually.
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Basic Setting > Network > Streaming (steaming setting)

Setting of the video steaming port (HTTP and factory default are recommended)

1.HTTP | Port 80 can pass through most firewalls. Video streams are transmitted through HTTP
Port (80 by default) to ensure passage through firewalls.

2.RTSP | Port 554 uses a fixed port (i.e. TCP) or can be defined by users to ensure reliable data
transmission. Video streams are transmitted through RTSP Port (554 by default) to avoid
video fragment or mosaics due to poor transmission quality.

3.RTP Port 50000 to 60000 are UDP ports and can be defined by users. They provide the fastest
but also most unreliable transmission service. Video streams are transmitted through
UDP Port (50000~60000 by default) to ensure the fastest image transmission. However,
video fragment or mosaics may occur due to poor transmission quality.

@b onroam ulc MPEG4 VIDED SERVER Livé Yigw | Setting
" " Basic Setting Streaming Setting
(Streamlng port setting ) Saalui Stroaming
Yilen £ lmans S LLL LL]
Kindii A58 554
HTR qnnan - 000
Usnr hotel, . S
chy | Bave || Reset |
streaming

Rate S Time

1P Piltering
Application Setting

Eweml

Hation Delection

Firmamare Upgrade

Factory Delaul
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Basic Setting > Network > PPPoE (dial-up networking setting)

PPPoE: Point-to-Point Protocol over Ethernet is a protocol that supports access to a high-speed
wideband network using a PC and a wideband modem (such as xDSL, Cable, Wireless modem).
The user need only to equip the PC with an Ethernet card and apply to ISP (such as HiNet) and
ADSL provider (such as Chunghwa Telecom) for ADSL service to roam the Internet through ordinary
twisted copper wires.

PPPoE: Point to Point Protocol over Ethernet is applicable to networking via a xDSL or cable
modem. PPPoE setting must be executed in the LAN environment for your PC to connect to ADSL.
Follow the steps below to complete the setting:

1. Dial: You can select whether or not to dial when you boot the machine.

2. Use DHCP or fixed IP for connection to the LAN environment.

3. Key in the IP address of the camera and enter "PPPoE Setting" following the
route Setting =» Basic Setting =» Network =» PPPoE.

4. Key in the xDSL "Username" and "Password" acquired from your ISP. Click
Save to confirm the setting.

5. Where the ADSL modem and the camera is connected via a switch-hub, you
can press “Reboot” or restart the machine manually to try PPPoE dialing
when the setting of the camera has been completed.

6. To observe the new IP address acquired when PPPoE dialing has been
executed successfully, follow the route Setting =» Basic Setting =» Network
=>» Notification for the IP information. You can acquire the new IP address
via SMTP, FTP, and HTTP. Refer to the “Notification Setting” page for more
information.

Note: You can use the DDNS function to access the camera. Refer to the “DDNS Setting” page for
more information.

0 wircan UIC MFEG4 VIDED SERVER Lisie Wimw | Sutilr
" Dasle Sritisg PPFPoE Selling
PPPOE setting taiss FFE
et Pl pduilion =

AppBcatios Soltieg

® Basic Setting > Network > PPPoE > PPPoE

Dial: You can select whether or not to dial when you boot the machine (On Boot or
Off).

Username: |Enter the username provided by your ISP.

Password: |Enter the password.

® Basic Setting > Network > PPPoE > PPPoE Information

IP Address: The IP address acquired when dialing has been executed successfully.

Subnet Mask: The subnet mask information acquired when dialing has been executed
successfully.

Default Gateway: | The gateway information acquired when dialing has been executed
successfully.

DNS: The ISP domain name acquired when dialing has been executed successfully.
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Basic Setting > Network > DDNS (Dynamic Domain Name Server
Setting)

The IP address (Ex. 210.168.0.22) is like a telephone number, while the website address is like a
name in an address book. The DDNS allows the user to access the website by entering the name of
the website without memorizing a bunch of cold numbers.

When you apply for an Internet service, you will have at least one IP address from your ISP that
is either fixed or dynamic. Most of the ADSL service providers will give you a dynamic IP for ADSL
environments, which means your IP address will constantly change each time you connect to the
Internet. As a result, users from WAN environments will have much difficulty finding the correct IP
address. The DDNS (Dynamic DNS service) is created for exactly this kind of moment. By updating
your WAN |P address each time you connect to the Internet, the DDNS helps you locate your
website and access your website easily. You can find a lot of free DDNS service providers on the
Internet, such as www.no-ip.com and www.DynDNS.org.

Some gateway-routers can directly communicate with DDNS. In this case, you may directly enter
your DDNS account on the setting page in the Internet router, then the router will update your WAN
IP status whenever it is changed and report to the DDNS. If your router does not support direct
communication with the DDNS, you can download a small application program on the DDNS service
page to help you update your WAN IP.

Item Description:
Active: enables/disables DDNS
DDNS Server: currently we only support http:/dyndns.org. This is a free domain name server
provided by DynDNS. You may log on this website for relevant information and apply for free
domain names.
Username: your account for the domain name you applied for
Password: your password for the domain name you applied for
Domain Name: the domain name you applied for.

“-\.mr:.lln UIic MPEG4 VIDED SERVER 1w Yiew | Satting

Basic Settin 5 :-,|-': ine
‘DDNS setting ! P &?:L‘ = : -
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| Save || Ropst |
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Basic Setting > Network > UPnP (Universal Plug and Play)

If you connect your camera to a router, IP allocator, or wireless AP, your camera will possibly be
blocked by the NAT and can’t be located on the Internet. To penetrate the firewall, activate the
supportive item- UPnP. The Link URL shows the external IP address and the port of the router. Enter
the IP address in the Internet Explorer to penetrate the NAT.

® Basic Setting > Network > UPnP > UPnP Device
Active: yes (enable)/no (disable)
Device Name: the name of the UPnP device

® Basic Setting > Network > UPnP > UPnP Traversal
Active: yes (enable)/no (disable)
Port Range: the range of the usable ports, from 32768 to 65535 as default
Link URL: Uniform Resource Locator, the web address
Click “Save” to confirm when you finish.
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To activate the UPnP function in Windows OS:
Ex: Windows XP:
1. Windows component installation.

(1. Click Control Panel L ET
ull - - K =il

Windows Components

(2. Click Add/Remove Programs }—+—
- Vi i 31 PETrR COSENEITE O Wi
Frider : "
il oo T e v s b conponant cheh. b chackbon A& huschsd b mant Bt ank
o o M Grogeirme ol s sl T b s bl . gl i
Ll o tocuneres Diriads
i e compane Erreporenic
: |I::.-::::_°|.I -:‘m:rlwn noue &
. . - = i o R i 125 uE
(4. Click Networking Services )— e — i
]1 T 46l e v 8 momponer, chel s shack bioo & shaced bios: raar I.-m..- fervrey e paanarin
I;_:_' of the conpanart sl be mbalied. To s ahaf' rcheded n & comporent cieh Detals
Quore | | Sibssmenrincl Mook st |
i EX. [ nokn
W, 8 Cagie TCPUP Earvace niME =
a | S — () (o
At
[y
M:;_m [ mm:m-nmmrmumummlw
Mdndom .
S crmis T otal k. speac req e 1080
- Spics pealableon gk, THIIME
3. Click Add/Remove Careal

(6. Check UPUP User Interface ) ( 5. Click Detail )
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2. Open Windows firewall option

(2. Click Exceptions )
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=Y e oy
B =3 Lol Dk
Bl [ Contrelpar

1l Adeiris
|4 Fonts
[ Mewce
(52 Prinbee:
1_ii,|rrn
& sy
(20 ared Do
-_Imhnn‘rx

= W py rastwank e

[ Revyue Bin

3. Check UPnP Configuration.
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(1. Click Windows Firewall in the Control Panel )_/

(1. Open My Network Places )
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to access the main page.

2. The LAN camera appears. Double-click
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Basic Setting > Network > SMTP Server (mail server setting)

Thiscamera is able to transmit images to a particular email address when a motion detection event occurs or a
sensor is triggered. To use this function, a mail server setting for the camera is required.

Enter the following information in sequential order to complete the setting:

* SMTP server: the SMTP server IP address.

* SMTP From: the email of the sender, i.e. xxx@xxx.com
* MTP Authentication: enables/disables

* User name: the SMTP server username.

* Password: the password of the SMTP server.

+ Select “SAVE” to save the setting.
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Basic Setting > Network > Samba

This camera is able to upload the snapshots to a specified shared folder when an event is
triggered. To use this function, a Samba setting is required.

Options:

Active: Enable/Disable

Samba Authentication: Enable/Disable

Username: the username

Password: the password

Path: specify the IP address of the computer you want to share with and the file

Shared Folder Size (MB):

Max Record File Size (MB):

name, i.e. 192.168.0.X/xxx

the total capacity of the folder. Always remember to set the size of the folder
to avoid exhaustion of disk capacity.

the upper limit of the record file size. The size should not exceed the total
capacity of the folder

@b unirorm UI¢ MPEG4 VIDED SERVER Live ¥iew | Setting
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Samba setting
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Basic Setting > Network > Notification Of IP Address Change
(IP address change notice)

This setting is not necessary for a fixed IP. For a dynamic IP, you need to update the IP address
every time you connect to the Internet to access the camera. This setting allows you to update the IP
address by the automatic notification of IP address change. Choose one of the following three notice
options to update the IP address:

1.Notification via SMTP mail server
® Basic Setting > Network > Notification of IP Address Change > SMTP Notification
SMTP Notification: notification via SMTP mail server
SMTP SendTo: the recipient, i.e. xxx@xxx.com
SMTP Subject: mail subject
Select Save to complete and activate your settings.

2. Notification via FTP server
® Basic Setting > Network > Notification of IP Address Change > FTP Notification
FTP Server: FTP Server name.
FTP Port: FTP port. The default setting is 21 (recommended).
FTP Upload path: the path to upload files.
FTP Login name: the name to log in the FTP.
FTP Login Password: the password to log in the FTP.
Select Save to complete and activate your settings.

3. Notification via HTTP server

® Basic Setting > Network > Notification of IP Address Change > HTTP Notification
Server: the address of the server, i.e. http://.
Port: the port to access HTTP. The default setting is 80 (recommended).
Parameter: the setting of the parameters, refer to the installation setting of your HTTP server.
Refer to the installation setting of your HTTP server for the setting of the parameters (such as
Username, Password, and Proxy).
Select Save to complete and activate your settings.
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Basic Setting > Date/Time (date/time setting)

@ vrirorm Ul¢ MPEG4 VIDEO SERVER Live view | Setting
Basic Setting Date / Time Setting
System Server Time
Yideo # Image Date:|2006-12-16 Time:|21:18:44
Audio PC time — = 5 : —_—
Date:|2005-11-15 Time:|21:15:47
User
Network Time Setting S
. Set Time O synchronize with PC's time @ NTP O User Input
Date / Time r — il H
NTP Server 1 |195.123.30.132
PR Eiinn NTP Server 2 192.43.244 .15
Application Setting F
NTP Server 3 1133.100.9.2
Event
Date 2006-10-24
Motion Detection X -
Time |01:01:01
Firmware Upgrade Time Zane (GMT+08:00) Taipei -
Factory Default

Reboot

Date/Time setting

® Basic Setting > Date/Time > Server Time (the date/time of the server)
®© Basic Setting > Date/Time > PC Time (the date/time of your PC)
® Basic Setting > Date/Time > Time Setting (date/time setting)

There are three ways to synchronize the time.

1. Synchronize the time with PC’s time:

The preset method of time synchronization of the camera time with your PC time.
2. Get Time from an NTP server: synchronize the time with the NTP
(Network Time Protocol)

+ Click on the “NTP” Button

+ Enter the NTP server’s IP address.

+ Press “SAVE” to activate it.

The camera will update its time once obtaining the NTP time.

Note: The default NTP servers are:
A. NTP Server 1: 198.123.30.132
B. NTP Server 2: 192.43.244.18
C. NTP Server 3: 133.100.9.2
3. Change the time manually:
+ Click the “User Input”.
+ Select the format of date display, i.e. “yyyy/mm/dd” format.
+ Select the format of date display, “hh:mm:ss” by 24 hours format.
+ Select the time zone.
+ Select “Adjust” to adjust time.
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Basic Setting > IP Filter

This function filters IP addresses and is able to allow or deny visits from particular addresses/target

Basic Setting

addresses.
.' UNIFORM UIC MPEG4 VIDED SERVER Live ¥iew | Satting
Basic Setting IP Filtering Setting
System Ganeral
Yiden / Image 1P Filtenng {_'Enable (= Dusable
Pahcy Cillow &) Dany

Audio

Uger

| Savia | Resat

Filbared 1P Sddrgss

Melwark

Date f Time

1P Flltering
Application Setting

Lyent

Motian Detection

| Hemovs |, Rermovadll |

Firmware Upgrade
Factory Defsult

Bebaol
IP filter setting

®© Basic Setting > IP Filter > General
@®© IP Filtering: enables/disables the IP filter
Policy: allows/denies access

® Basic Setting > IP Filter > Filter IP Address (Overview of the set IPs)

Add : enter the IP address you want to allow or deny the access of in the front field.
Remove : removes a set |IP addresses
Remove All : removes all the set IP address

A Special Attention

Setting rules:
1. Actions that may cause a limited connection are to be denied.
2. Improper use of this function may cause disconnection from Internet. You might need to use
hardware reset to reset to the factory default. Please refer to the “Factory Default” for details.
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Basic Setting

Application Setting

Application Setting > Event (event trigger setting page)

This camera is equipped with intelligent security management functions. It ensures security
monitoring by allowing user to define “ trigger events ” based on particular times and situations, and
sets the camera respond to the event.

Application Setting > Event > Event List (trigger event setting)

.U}IIIDH‘-

Basic Sefting
B ERE R

Videa / Imaae

Analig
Uger

MHotwork

Rate [ Time

1P Filtering

VIC MPEG4 VIDEQ SERVER

Event Setting
Event Lisi

Hare

Application Setting

Ewirnt

( Cwvent

Reloot

Click Add Event to enter
the trigger event setting

[ Add Lvent || Add Scheduls

Live ¥iew | Satting

Emable Triq, FHched, Rotion

) [oetete | [medify |

Mation Breteotion

Lirmware Wiarade

Eactory Defaubt

2 ity WIFT A GEE 2 - Ewenl Sethng - Mmserolt lnteonet Exgloes

Lt Seting
Genaral
Mama
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Cushom parameters
Mad age
Hassage

L] ot to home afber avent

[Eee]  [Garesl]
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Add Event : Add Event setting page
Options:
* General:
Name: Name the trigger event here.
» Response to event trigger: the time setting of the trigger event
Always: Always monitoring
During time: |Check the date you want to monitor (Sun~Sat) and the duration of monitoring here. For
example, if you want to set the camera to monitor from 7 pm after work to 7 am next morn ing

from Monday to Friday, check the boxes from Monday to Friday, enter “19:00” in the “Start From”
field, and enter “12:00” in the “Duration” field.

Never: Do not set the time.

« Trigger by: sources of trigger events (Note: You can only set one trigger event once.)

Alarm input: | The alarm is triggered by the security equipment connected from the DI terminals behind
the machine, such as door/window detectors, infrared sensors.

Motion The alarm is triggered when motion is detected. The camera will send an alarm when any
Detection: objects appear in the set detection area.

Video Loss: |The alarm is triggered by video loss. The camera will send an alarm when there is no video
transmission due to camera sabotage or other reasons.

On boot: The alarm is triggered by reboot. The camera will send an alarm when the system is
rebooted due to power shortage, sabotage, or other reasons.

* Response process: trigger event response (Note: Multiple selections are available)

Active alarm | An event is detected by the security equipment connected from the DI terminal behind

out: the machine, such as high-decibel alarms, light projectors. You can set the alarm duration
in the “Duration” field.

Send mail: The alarm will be sent to you by email.

Send HTTP | The alarm will be sent to the HTTP server you specified. To use this function, set the notification:
coordinative | HTTP server in the Event Server setting page in advance.

Send TCP The alarm will be sent to the TCP Server you specified. To use this function, set the notification:
coordinative | TCP server in the Event Server setting page in advance.

Go to preset |The camera will move to the location you specified when a trigger event occurs. To use this
location: function, set the present location of the camera in the main page in advance.

Retumn to home | The camera will move back to the home position (center)
after event:

Click Save to save and activate your settings when you completed setting.

Add Schedule : Add Schedule setting page [P0

P 13 e e

The Add Event setting page and the Add Schedule setting page are basically the same except that the Add
Schedule setting page does not have the option “Trigger by” to indicate the sources of the trigger event.

Click Save to save and activate your settings when you complete setting.

Delete : delete the event cluster setting.

Modify : modify the event cluster setting.
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Application Setting > Event > Trigger (manual test of trigger
response)

Whenever the camera detects abnormal events during the scheduled time, it will automatically respond by
performing trigger response. There are 3 types of trigger responses: alarm sending, LED status indicator
flash, andemailing the alarm or recorded image to the specified server. To use this function, enter the server
information by accessing Application Setting > Event > Event Server. You may perform manual test as specified
in this section once you complete the setting to ensure that all functions are working properly.

‘uun-‘:’hh Ui MPEG4 VIDED SERVER

Ve Waew | Satting
Bk Sesting Triggor Sotting
Sxanr Trgoes Slarm oustput
Widen § isseg alare sLtput 1
Trigger LED

LEDH Evant Stah.

And
LED Lirk: startus (5] | Cmar
ThgEer gl
To mad address
SuEt

e
P Liltering
Applicatiss Seiting
Exent Trgger FTR s
ipkaad &1 fils 5o FTE ware
HTTE Sarvar "
Triger P R ———

ML

TCF Sarver - b
MR LaGE

Rebos Tngper SAMBA

Trigger Alarm output: Alarm output
Click “Set” to trigger the alarm. Click “Clear” to stop the alarm.
Trigger LED: LED indicator display

LED: Event status: click “Set” to turn on the LED event status indicator. Click "Clear” to turnoff the indicator.
LED: Link status : click “Set” to turn on the LED Link status indicator. Click “Clear” to turnoff the indicator.

Trigger mail: Sending mail

Click “Set” after you enter the email address and subject to test the integrity of the sent mail.
Trigger FTP: Sending AVI file to FTP Server

Upload AVI files to FTP server to test the file integrity.

HTTP Server: Sending message to HTTP Server

Upload message to HTTP server to test the message integrity. Enter the message in the “Message” field. You
may go to Application Setting > Event > Event Server to make a complete custom parameters settings.

TCP Server: Sending message to TCP Server

Enter the message in the “Message” field.

Trigger SAMBA: Sending message to Samba shared folder
Path: Enter the path of the shared folder in your PC.
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Application Setting > Event > Event Servers
(setting for uploading trigger event file to the server)

Here you can perform a complete setting for uploading files to the server. Please set servers (SMTP, FTP,
SAMBA...etc) in the Event Server setting by the instructions below:

huhlll}ll Uic MPEGA VIDED SERVER Live Woem | Setting
Basic Setting Event Servers
Syslem il Horemr List
Sidnm ¢ Lrase M Pritocsl Metusrk Midress  Uplosd Patk [
Amilin
User
seimark
Eale.d Time
LE Eilierisa
Applicatien Setting
Exent

add e | [ add g | [ Add Tep ||| Hestify '|_vr-n-.-rr |

Evanl Borver
Hution Bririns
Lirmeare Wparade
Factary frelautt

Rehgat

Click Add Ftp to go to the setting page and enter the information of the FTP server you specified.

“uhHI}II Uic MPEGA VIDED SERVER Lse Yies | Sotting
Baslc Setting Event Sarvers
::::F.l imane PR 5} iy 192,168 1053 - MBS - Maomtt ateamet Esposes [ [ £
A Event Server Setup
User Fip Serenr
seimork Hama Kewlinlsrer
vate f Time Network Adderin
ip:lllll::llll:l:l;:ﬂlnu n...l.mm
Lxent | Lislosd Path
Laddre [} pen
Trigge Pagisn 1
Eward Sarver IE‘ (Coened |
(Add FTP setting page ) —
Rebaat g 0 EELE
Name the name of the FTP
Network Address |IP address of the FTP
Login Log-in name
Password Log-in password
Upload Path Uploading path
Port Port
Passive Check to set the FTP status as passive
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Click Add Hitp to go to the setting page and enter the information of the HTTP server you specified.

onican Ul MPEG4 VIDED SERVER i | atting
Raile seiting Event Servers
Srabems Eviedl liprver Lisg

MEREN - Ml lnieinc] Explaee

T g TG 18

viden J lmans i Frat
dido, Evant Server Sotup
[ILET; Hig Sarei
Selpgrd Harrss L LT
Dale £ Time Hatwark Addmas
L T ] lagn
Applratien Setthay Fadiwaid
Exesd Prawy
Ladirg || add ks PraxyFan
fiioss PrawyLoge
i ,-.-I..-; v FraxpPiitwerd 3
(Add HTTP setting page )| o] [Garen ]
) Eermeyriry Spar il
Ewitwry Default
L DR 0 EENE
Name HTTP name
Network Address | HTTP IP address
Login Log-in name
Password Log-in password
Proxy Proxy server name
ProxyPort Proxy server port
ProxyLogin Proxy server log-in name
Proxy Password | Proxy server log-in password

Click Add Tcp to go to the setting page and enter the information of the TCP server you specified.

[ T UIC MPEG4 VIDED SERVER LisE Yies | Switing
Bashe Settiey Event Sarvers
S¥siem Evant Burvar List S . & i U L Bl
S Herm —— ] i1y 1 0117 AT - Micssaadt Iaseraet Raplorrs il =]
B Event Sarver Setup
\trer Tep Sarem
neptmprk Hame Hemfepiareer
rate S Time Fletwork Addnirii
1P Filterims Pt ) —
Applicatian Setting (oK) | Cancal |
Ewent

((Add TCP seting page ) i )

\oteem DEtection

Eirmmars Uparads
Easiury efasl

febaot R Ll

Name: TCP server name

Network Address: TCP IP address
Port: TCP port

Modify : Modifies the setting value

Remove : Removes the setting value
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Application Setting > Motion Detection

You can open the setting frame by clicking on the area to monitor. To move area to monitor, drag the
area with your mouse; to adjust the size of the frame, drag the arrow to adjust after you move the
mouse to the edge of the area and left-click; There are 3 frames available for setting. You may adjust
the sensitivity of the area by entering the degree of sensitivity in the “Sensitive” field. “1” is least
sensitive, "100” is extremely sensitive.

Select Save to complete and activate your settings.

@ vicaan UIC MPEG4 VIDED SERVER Lok T moktieio

Basic Setting Motion Detection

Sxalom
¥ideo f Ienpoe O ARER T | ™)
Hos i
fuulin
Sansbivé 80
Mier
rptwork
pate § Time O AREAZ |
1P Filtering
application Setting gl
Exent
Mation Detection
—

= ARLA D |

Sansibivé 80

Firmmare Unpgrade

Eactury Brfaull
Reboot

Zave | Reset

L( Motion detection setting) (Setting frame ) ' Area setting '

Application Setting > Firmware upgrade

@ vwromn UiC MPEG4 VIDEO SERVER R st
Basic Satting Firmware Upgrade Setting

Arniem Frmwars Info

Widen d Innsas Frmwire Version

Audie Femware Busd Time

Frmware Budd Mumbar
Frmwara undrads

T
metmark
Rate f Tins ] [sutent | [rese]

IF filtering
Application Setting
Exent

" tretsen Dslsition
(Flrmware upgrade page )_ Firmwara Upgrads

Eaclury Delfaull

Rrhosd

Contact your dealer for more information about firmware upgrade. The sales representative will
transmit the latest version to you via e-mail. When you receive the firmware, decompress the file
(ulmage.gz) to your PC and follow the steps below to execute the upgrade.

0 nezan UIC MPEOA VIDED SERVER o

Important! Read Carefully!! -
i i ' l-m_'c ‘f_l-"-fl‘l Ell'nlrfilbrupﬂ'll]l' Suitting
1. Close all active applications on your PC. ey A v
2. Select “Firmware Upgrade” Ay gt e
3. The Firmware Upgrade Setting page appears.  wt | ——
Lt { Torssy |
IO, = &E|

[ T IR I e =

* L 1 ==
e L T | ol |
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Application Setting

4. Click Browse... to select the location where the firmware file is stored.

5. Click submit.
6. The auto upgrade runs.

The Upgrade Status shows the progress of the upgrade.

@ vnirorm ViC MPEG4 VIDEOQ SERVER Live Yiew | Setting
Basic Setting Firmware Upgrade Setting

System Firrmware Info

video 7 Timage Firrmware WVersion |1-'I'-L“g--'=

Audio Firmware Build Time |20061129

Firmware Build Mumber |1

User .

o Firmware upgrade

Network

Date f Time

Upgrade Status...

IP Filtering |

2%

Application Setting
Event

Motion Detection
Firmware Upgrade

Eactory Default

Dahnat

When the firmware upgrade has been completed, the machine reboots automatically.
Reconnect to the server after 60 seconds.

“UHIII}RH

Basic Setting
Sygbem

Widen S Imaas

Audio

User

Sebwork

Date S Tims

IP Fillrring
Application Setting

VIiC MPEG4 VIDED SERVER

Live Yiew | Setting

Factory Default Setting
Factory Defaul

Bosets all paramatars, except the 1P paramators

(o [»'
=

Pesels all paramabars nt

Buckun

Backugs all pairdEnaters

Backup

Festore batkup parameters

(| [ submit | [reset]

Ewveni
*iptinn Detection

Firmware Ugpgrade

(Reset to factory default

ractory Delaull

Robaol

Note:
The new firmware is burned into the Flash ROM during the upgrade, so you must take care

during the process and make sure it is not interrupted during the operation. The system may be
damaged seriously and need to be returned to the factory for repair if the power cable is removed
or becomes loose during the upgrade. Firmware upgrading in a wireless network environment is not
recommended because unstable packet transmission may bring about loss of data.

When the firmware upgrade has been completed, you don't need to restart the camera manually.
The camera will reboot automatically after 60 seconds (Reboot OK). Then open the IE browser and
key in the IP address (The original IP address remains undeleted).
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Application Setting > Factory Default

You can use this function to reset to factory default, but all changes, including the IP address, you
have made are deleted.

@ vnirorm UI¢ MPEG4 VIDEO SERVER Live Yiew | Setting
Basic Setting Firmware Upgrade Setting

System Firrnw are Info

¥ideo / Image Firrnw are Wersion |1.D.D.4

audio Firrmw are Build Time |20061129

Firrnw are Build Humber |1 |

User :
Firmware upgrade

Network
Date f Time

IP Filtering
Application Setting

Event
Mition: Detection Upgrade complete, please reconnect to the server after 60 seconds.
Firmware Upgrade

Factory Default

Factory Default: Reset to factory default.

@b unircan UIC MPEG4 VIDED SERVER ke ¥igw | Sutting
Basic Setting Factory Default Setting
s¥Ebem Facbory Defauk
Vidsia / Imacs Ragets all paramatars, edcapt tha 1P parametars Sat
Aadie Pasels all parameters Snl
user
r
R Backug all paramators Dackug |
Datz / Time Pestore backup paramelers
IF Filtering Meraenll loksine]l Exploges
Application Setting AT ennfigumennn il bl i Seewiny defeels and metem asd mhoat mmed wiely
Lyent ca 5
sption Detection
tirinware Upgragde q:ﬁE Ruin
Factory Defaull
Roboot

Warning dialog for rest to factory default )

Resets all parameters, except the IP parameters:

You can use this function to reset to factory default. All changes you have made are deleted but the
IP address and all settings relevant to networking remain valid, including cable and wireless network
settings. Click Set to complete the reset.

Resets all parameters:

You can use this function to reset to factory default. All changes, including the IP address, you have
made are deleted. Click Set and a warning window appears to ask if you really want to reset to
factory default. Click

“OK?” to complete the reset.
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Backup: Data backup

Back all parameters:

Back up all changes you have made. When you click Backup , a file download window appears.
Back up the file named param.bin (Attention: Don't change the file name; otherwise, the backup may

fail.)
.unrmm Uic MPEG4 VIDED SERVER Live vizw | Setting
Boslc Setting Factory Default Setting
Sxshein Factory Dufault
Wides f lmage Resets &l paramebars, except the IP parameters Sl
Austin Resats all paramaters Set
user B — )
Netwark Backuy " Rackup
T Do yous waand I s I Fil?
Date § Thme
1P Filtering o |" Nares, o oem. bin
Application Setting — Type  Linknowen File Type
Lyent From 60,248 204,239
Hatinn Detection
Flrmmare Uparads sow | [ Concel ]

Factory Default

Rrchogt \a/hies hiees fros ths Inderest can ba crshul_ some Sies. ooan polertialy
Funiss g coogmdien B gt chy vl st o s, b ol e e
e Wi s

File backup

Restore backup parameters:

You can select this function to restore the changes you have made. To do this, click
Browse ... to select a backup file and click submit to confirm the restoration.

@ uvnirorm UIC MPEG4 VIDEO SERVER Live view | Setting
Basic Setting Firmware Upgrade Setting
System Firmware Info
video f Image Firmnware WYersion |1.D.D.?
Kudia Firmware Build Time IZDD?DSD?
Firmware Build Number |3
User z
Firmware upgrade
Network
Date / Time I Browse... I submit | resetl
IP Filtering Choose file E 2 x|
Application Setting . - : .
: 3 - £y [ I -
i Loak in: IQ Local Disk (D) J &) 2
Motion Detection ﬂ‘ E‘Ulmage.gz

Firmware Upgrade M Blacent
Factory Default

Reboot

F,‘%‘r

Iy Documents

B

fp Computer

iy File name: || j Open I
| Files of type: IAII Files [%.7%] j Cancel |
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Application Setting > Reboot

You can enabile this function for the camera to reboot automatically.

@ vnirorm UIC MPEG4 VIDEO SERVER SRS SettiiiG

Basic Setting Reboot Setting
System Reboot

Yideo f Image Reboot Now
Audio

User

Metwork
Date f Time

IP Filtering
Application Setting
Event

Motion Detection
Firmware Upgrade
Factory Default
Reboot
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Attachment A: External Alarm

In addition to the motion detection executed by the internal software application, the camera can
connect to external infrared detectors, beepers, and smoke detectors. For more information about
these external devices, contact to your local retailer, dealer or installation service provider. This
camera provides a standard Alarm 1/O for you.

This product is provided with 2 sets of digital inputs and 1 set of digital outputs. Pin 1 and Pin 2 of
the terminal are used for external sensor 1, while Pin 2 and Pin 3 are used for external sensors 2.
Pin 4, 5, and 6 are relays to control the normal open/normal close of external devices.

Alert LED
A
=

Link LED

Alarm Input #1 (A). Max 24VDC, 12mA.
Alarm Input #1/2 (K). Ground

Alarm Input #2 (A). Max 24VDC, 12mA
Alarm Output #1 (NC). Max 24VDC, 1A
Alarm Output #1 (COM)

Alarm Output #1 (NO)

OB WOIN -

(
(
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External Alarm 1/O Circuit Diagram
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Warning!

* Where connecting of a low or high current loop to the external alarm input/output of the camera is
required, the wiring and connection shall be conducted by a qualified electrician. Incorrect wiring
may bring about damage to the camera or product fatal electric shock.

« Direct connection of the external alarm input/output terminal to high-current equipment is not
allowed and a customized repeat circuit might be required (provided by the customer) for some
cases to isolate the terminal and the high-current equipment. Where the voltage/current of an
external device exceeds the loading capability of the Alarm 1/O, the camera would be damaged
seriously.
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Attachment B: Bandwidth Estimation

Since the FPS is dependent on the bandwidth of the camera, the relationship between the size of an
image file and the bandwidth is always the major concern of the system construction engineer.

The table below shows the relation between the resolution and size of an MJPEG file in the NTSC
system. Please note that the values in the table are for reference only, because the size of an image
file is closely related to the complexity of the environment and the actual situation of the place being

monitored.
176 x 122 (QCIF) 20 — 40k bit
352 x 240 (CIF) 40— 200k bit
640 x 480 (VGA) 180 — 400k bit
704 x 480 (D1) 200 — 530k bit

Ex.: The transmission speed on the Internet is 2fps under 352 x 240, i.e. 40k*2=80k to 200*2=400k
per second. It is suggested to apply for 512K "upload" bandwidth.

Note

1: What the camera needs at the client end is the “upload” bandwidth. However, most ISPs in
Taiwan provide download bandwidth that is wider than the upload bandwidth. Therefore,
symmetrical bandwidth is a good choice for users who need wider upload bandwidth.

Ex. download/upload = 521K/512K

Note
32 kbps to 64kbps is required for transmission of audio signals.
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Attachment C:

Troubleshooting and FAQs

Question Answer and Solution

What encoder and decoder
are used by the camera fa
sounds and images?

Function

The camera uses MJPEG or MPEG4 compression technology to provide
quality images. MJPEG is a standard image compression technology
applicable to different browsers without the need to install additional
software. MPEG4 is a next-generation image compression standard and
can provide high image quality at low bandwidth.The sound decoder uses
PCM (Stereo, 16bit, 8kHz) compression technology.

How many users are
allowedto view the camera
simultaneously?

The maximum number of viewers depends on the bandwidth of the client
accessing the camera. About 5~6Mbps are used to process data of the
camera, so the maximum number of viewers changes in proportion to
FPS and the resolution of the image. Obviously, the higher the number of
viewers, the lower the performance at each client end.

Is it possible to catch tre
image from the camera in
a real-time manner?

Can the camera be used
outdoors?

Yes, you can use the snapshot function from the main control page.

Camera Installation

The camera is not waterproof, so a special waterproof cover must be
available for outdoor use. Please note that the waterproof cover may
affect the built-in pickup function of the camera.

Link LED does not light up.

» Check that the attached standard transformer is not damaged. Plug the
power cable and reboot the machine.
« If the problem remains, contact your dealer for help.

What network cable is
used for the camera?

The camera uses a 10 or 100 Base-T Category 5 UTP network cable.

How to install and operak
the camera behind
a firewall?

If you have a firewall in your network environment, please select HTTP
mode (Port80). Generally the port 80 is always open for the browser to
access the Internet.

What are the username
and password for the fird
use and after reset to
factory default?

Username = root

Password=root.

Please change your password immediately after entering the system to
ensure information security.

| forgot the username and
password | used for the
setting. What should | do?

Please proceed as follows

1. Hold the Reset button for 4 seconds after booting to reset the
password to preset

2. Change the username and the password.

| forgot the IP address of
the camera. What shoud
| do?

Use IP Finder to locate the IP address of the camera.
Please connect the camera and the PC on which the IP finder is executed
to the same hub.

IP Finder cannot find the
camera.

* When the camera still can’t be located over 1 minute, re-activate the
camera.

* Do not connect the camera to more than one router. The IP Finder will
not be able to detect the camera.

« If the IP of PC on which the IP Finder is executed is not correctly set, the
IP Finder will not be able to locate the camera. Please confirm that the IH
address has been properly set.

* The anti-virus applications on the PC or the firewall might block the IP
Finder from execution. If you can not execute the IP Finder, please
disable your anti-virus applications or firewall.

65



UVS-7111 User's Manual

Attachment C: Troubleshooting and FAQs

Internet Explorer does not
display the camera screen
correctly.

Please be sure that the version of your Internet Explorer is 6.0 or later.
Should you have any difficulties, please log on the Microsoft website to
update your browser.Microsoft website:
http://www.microsoft.com/windows/ie.

IP Finder cannot store
network parameters.

| cannot enter the login
screen and camera page
from Internet Explorer.
What should | do?

* Do not use spaces. Use underline “ ” or dash “-“.
* Your connection might have problems. Please ensure that the network
parameters and the camera connection are correctly set

Access to Camera

» The IP address of the camera is possibly being used by another PC or
device. Please disconnect the network cable from the camera and
execute PING to confirm if the IP address has been used.

* It is possibly due to the network cable. Please use the cross-line network
cable to connect the PC and the camera, and see if the log-in screen
appears.

* Be sure that the network connection and the settings are properly
configured.

* Be sure to enter correct IP address in the Internet Explorer. If you use
dynamic IP address, the address might have been changed after your
last check.

* Internet traffic might slow down the webpage access. Please wait.

* Be sure that you are using http port. The default setting is Port 80. It will
be converted to the private camera IP address.

* The port assigned for your camera might not able to access the Internet.
Contact your ISP to acquire a usable port.

» The proxy server might be blocking you from connecting to the camera.
Do not set the proxy server

* Please be sure that the default gateway address is correct

* Your router might need Port conversion. Refer to the user manual of
your router for details

» The package filtering function of the router might have blocked the
access to the external Internet. Refer to the user manual of your router
for details.

« If you are using DDNS, please remember to set the default gateway and
server address.

« If none of the procedures above is working, please reset to the factory
default values and re-install.

«If the problem still persists, there might be some problems with the

No image appears on the
main control screen.

» When using PC to connect to the camera for the first time, a security
warning window will tell you that you need to download the ActiveX
control. When you are using Windows 2000 or Windows XP, you might
need a properly- authorized user account to install the application

* Network traffic might slow down the video streams. If the video is
extremely slow, select a lower resolution for a lower bandwidth
requirement.

Check whether the Active
X control of the camera
has been installed in your
computer.

Select C:\Windows\Downloaded Program Files to check if the file “Media
Viewer Class” is registered. The status bar should indicate the file has
been installed. If you do not see this file, be sure that your Internet
Explorer security is properly set (the default value is moderate).
Re-connect to the camera main page and download the file again.
Incomplete download or installation of the camera ActiveX control is the
major reason for this problem. Check the security setting of your Internet
Explorer. Close and re-open Internet Explorer, and enter the main page to
see if you can log in.
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Internet Explorer displays
the following message:
Downloading the ActiveX
control is prohibited under
the current security setting.

Change the IE security setting to allow downloading unsigned ActiveX
control.

IE — Tools — Internet Options — Security — Custom
Leve1.Change’lnactive to "Tips” for the ActiveX control if required

The camera can operate
only in the LAN rather in
the Internet environment

« A firewall mechanism might have been activated. Check the setting of
your system or ask your network administrator. To access the camera
from the Internet, you may need to change the setting of the firewall.

» Make sure that your camera does not conflict with other servers on the
same LAN.

» Check the router and make sure that its setting allows it to access your
camera from the Internet

The number of frames
transmitted are less than
the defined value.

+ Congestion of the network or objects of the image may affect the
number of frames transmitted. The number of frames may be less than
the defined value when they are transmitted via a congested network

* The number of frames transmitted may become less when multiple
users are viewing the video stream

» The network hub might be another reason for this problem, especially

when multiple camera video streams are viewed simultaneously.

When the audit function is
activated, the video
streaming area becomes
black or the transmission
becomes slower.

» When you connect your PC to the camera, no sufficient bandwidth is
available to support more frames with the current resolution of video
streams. Reduce the resolution to QCIF(176x144) or CIF (320x240) and
deactivate the audio function.

* The audio signal needs 32 to 64 kbps of your bandwidth. You can
deactivate the audio function to improve the image quality. Your Internet
service may have not sufficient bandwidth to support audio transmission.

Images cannot be
transmitted via e-mail or
FTP.

» Make sure the IP address of the gateway and domain server (DNS)
have been defined correctly.

* Where FTP still fails, contact your ISP or network administrator to check
the FTP server.

| can't control the camera
to move up, down, right,
left or to the center or
preset point.

* When communication to the camera stops, click "Refresh" on your IE
browser to refresh the transmission.

« It might be that other users are controlling the movement of the camera.

* The horizontal/vertical movement of the camera has reached its limit

* The horizontal/vertical remote control option of the camera might have
been deselected.

| can't control the camera
to move up, down, right, or
left smoothly.

Delay might occur when you are accessing a video stream and remotely
moving the camera horizontally. Where significant delay is identified when
you move the camera horizontally or vertically deactivate the audio
streams and/or reduce the size of the video stream..
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Camera has a problem
focusing.

Function

* The lens might be contaminated with dust, fingerprints, or other dirt. Use
a special cleaning cloth to clean the lens or adjust the focus manually

* Focusing might be impossible in some cases. If the object is too close to
the lens, more it away from your camera.

Color of the video stream
is too deep or light

* Please confirm that the image your are watching has the best quality.
Adjust the setting of your display card (color quality) to at least 16 bits
(24 bits or more are recommended)

* Incorrect camera video setting. You may need to adjust some
parameters, such as brightness, contrast, color, and saturation.

Video stream flashes.

* Incorrect power cord frequency may cause flashing of the image.
Confirm that your camera uses NTSC or PAL system

*» The image flashes if the objects are black. In this case, adjust the
illumination brighter around your camera.

This is noise problem
during transmission of the
image.

Noise may be produced if you install your camera at a very dark place.
Adjust the illumination around your camera.

| can't control the camera
to move up, down, right,
left or to the center or
preset point.

How to reboot my camera?

» When communication to the camera stops, click "Refresh" on your IE
browser to refresh the transmission.

« It might be that other users are controlling the movement of the camera.

* The horizontal/vertical movement of the camera has reached its limit

* The horizontal/vertical remote control option of the camera might have
been deselected.

Others

If you only need to re-boot the system and don't want to change any
setting, enter the Setting page and select the Reboot option at the bottom
of the screen. The system will reboot automatically

| can't replay recorded files.

Confirm that you have installed Microsoft®’s DirectX 9.0 or above and
use Windows Media Player 9 or above.
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